
XIX.  INFORMATION TECHNOLOGY, INFORMATION & DATA SECURITY 
 

______________________________________ 
 
 
The provisions of this Ordinance shall apply to all staff, students, members and employees of the 
University and to any other person using University premises or University equipment. 
 
The University’s computing equipment (including the network) is provided for the furtherance of 
teaching and learning,  research, and the University’s administration and its use for other purposes is 
forbidden. Use of the University IT services implies and is conditional upon acceptance of these 
policies. 
 
(a) The University’s Accepable Use Regulations which set out individual users' responsibilities 

with respect to information and services 

(b) The University’s Data Protection Act Policy the  purpose of which is to ensure that the 
University and the University’s staff and students comply with the provisions of the Data 
Protection Act 1998 when processing personal data. All personal data held in the University 
must be kept securely in accordance with the requirements of the Data Protection Act, 1998 
and must not be disclosed except in accordance with the provisions of the University’s Data 
Protection Policy.  

(c) The University’s Freedom of Information Act Policy the purpose of which is to ensure that 
the provisions of the Freedom of Information Act 2000 are adhered to 

(d) For Systems Admnistrators, the Univerity “Connection Policy” which sets out the 
responsibilities of Authorised System Administrators 

Failure to comply with these policies could result in action under the University disciplinary 
procedures, withdrawal of privileges or withdrawal of access to IT and learning resources. 
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